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Abstract

INTRODUCTION: The rapid progress in artificial intelligence (AI) over the past decade has ushered in a new
era of transformative technologies. Deep learning has emerged as a potential tool, demonstrating remarkable
capabilities in various applications. This paper focuses on one of the controversial applications of deep
learning commonly known as deepfakes.
OBJECTIVES: The main objective of this comprehensive bibliometric survey is to explore the trends,
applications and challenges of deepfakes over the course of last 4.5 years.
METHODS: In this research, a total of 794 documents published from 2019 to July 2023 were acquired from
Scopus database. To conduct this bibliometric analysis, RStudio and VOSviewer tools have been used. In this
current analysis, deepfake challenges, countries, sources, top 20 cited documents, and research trends in the
field of deepfake have been included.
RESULTS: The analysis highlights a substantial increase in deepfake publications from January 2019 to July
2023. Out of the 8 document types identified 38% are article publications. In addition, from the journal
articles it has been depicted that the journal source entitled "Advances in Computer Vision and Pattern
Recognition" holds Q1 status with 8.3% publications in the deepfakes domain during the targeted year range.
Moreover, the data visualizations reveal the growing international collaboration, with the USA as the most
prolific country in deepfake research.
CONCLUSION: Despite numerous reviews on deepfakes, there has been a notable absence of comprehensive
scientometric analyses. This paper fills this gap through a bibliometric study using the Scopus database
as urderlying source. The analysis includes keyword analysis, leading research-contributing institutes, co-
country collaboration, and co-keyword occurrence. The findings offer valuable insights for scholars, providing
a foundational understanding including document types, prominent journals, international collaboration
trends, and influential institutions and offering valuable guidance for future scholarly pursuits in this evolving
field.
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1. Introduction
The rapid dissemination of information across various
platforms, such as social media, television, and various
online services contributes to the facilitation of timely
communication. This has arisen concerns about the
technology’s potential for unethical usage, such
as spreading false information or causing harm to

∗Corresponding author. Email: garg.diya@chitkara.edu.in

individuals through the manipulation of digital media
[1]. Artificial neural network (ANN)-based technologies
are rapidly advancing that helped manipulate
multimedia content using a machine learning approach
called deep learning [2]. Deep learning (DL) approaches
became famous in social media due to their ability to
produce highly naturalistic videos and pictures of
individuals expressing something in a way they never
actually did [1].
Combining "Deep Learning" and "Fake" creates a
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new term "Deepfake". Face swapping, particularly in
pictures and videos, or changing people’s expressions is
known as the "Deepfake approach" [3]. An example of a
deepfake created using the open-source tool FaceFusion
2.5.0 is shown in the Figure 1, where the face of the
source person is swapped with that of the selected
target person’s face.

Source Target Output

Figure 1. Example of Deepfake

The ’2023 State of Deepfakes Report’ from ’Home
Security Heroes,’ a U.S.-based web security services
company, points out that deepfake videos witnessed a
fivefold growth since 2019 [4]. Deepfake technology
received substantial attention in entertainment indus-
try in 2021 as a result of a prominent occurrence.
During that period, In a Cadbury ad campaign, the
renowned Bollywood actor Shah Rukh Khan not only
extends Diwali greetings but also acknowledge numer-
ous local businesses by name. This is achieved through a
deepfake representation of Khan that skillfully incorpo-
rating the names of small businesses chosen by Indians
nationwide [5]. During the Russian invasion of Ukraine
in 2022, a notable incident unfolded wherein Ukrainian
President Volodymyr Zelenskyy was portrayed direct-
ing his troops to capitulate to the Russian forces [6]. Dif-
ferent series have implemented deepfakes on YouTube
channels; for example; Deep Fake Neighbour Wars.
This is a British comedy TV series that uses deepfake
technology to create videos of celebrities engaging in
inane conflicts [7]. Rashmika Mandanna and deepfakes
are nowadays inextricably linked in India. She was cap-
tured heading into a lift dressed in a black yoga suit in a
deepfake video that went viral online. However, it even-
tually emerged that the first video, which featured Zara
Patel, a force in web entertainment, had been altered
to look like Rashmika Mandanna using sophisticated
technology. She addressed thoughts about these types
of recordings and how these affect people’s security in a
statement that she posted on her popular social media
platforms [8]. Although this technology is frequently
employed for malevolent purposes with negative inten-
tions, there are some positive applications for it as well,
such as the legendary footballer David Beckham, who
addressed in nine distinct tongues to raise awareness of
a malaria campaign [9]. Deepfake videos are creating

alarming situations for the general public. As technol-
ogy develops and gets better, it becomes more and more
challenging to differentiate between real and fake infor-
mation [10]. Although there are ongoing efforts to create
tools that can detect and stop deepfakes. Owing to the
potential risks and privacy vulnerabilities, the study of
deepfake detection has attracted a lot of interest from
professionals and academics, which has resulted in the
creation of several deepfake detection methods [11–13].
The novelty of this work is to provide the comprehen-
sive analysis of the subject deepfakes. The analysis is
based on various aspects such as key authors, participat-
ing countries and specific institutions who are active in
this specified field. In this research, the primary source
of data is Scopus. The data obtained from Scopus is
utilized across various dimensions such as Co-keyword
based searches, Co-country based searches, top doc-
ument types, and top publication sources. The tools
named VOSviewer and R-Studio are used to examine
the collaborations between institutions, authors and
countries.

1.1. Objectives
The objective of this bibliometric study is to assess the
scopus database aiming to gain a deeper understanding
for the following in the field of deepfakes.

(i) To study the research trends for detecting
deepfakes.

(ii) To figure out top countries contributing research
in the field of Deepfakes from 2019 to 2023, July.

(iii) To analyse the research trends based on abstract,
titles, and keywords analysis.

(iv) To study the literature of top 20 global cited
documents for deepfake detection.

(v) To evaluate top sources, authors, and institutions
contributing in research.

(vi) To analyse the major challenges related to the
area.

The primary objective of undertaking this study is
to critically analyse and assess the current trajectory
of research within this particular field, with a specific
focus on discerning the potential future developments
that are likely to emerge. Additionally, a key aim of this
research is to identify and propose potential regulatory
measures and legal frameworks that may be deemed
necessary in order to effectively mitigate and address
the negative repercussions that can arise as a result
of the dissemination of misleading and fabricated
information facilitated by the proliferation of deepfake
technology. Moreover, there is not much of the existing
literature targeting to the bibliometric analysis of
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deepfakes.

1.2. Research Questions

This work provides a bibliometric analysis of the
current research in deepfake generation and detection
from last 4.5 years. In the scope of this research, our
objective is to utilize bibliometric analysis as a means
to investigate pivotal research questions.

RQ1: What are the various applications of deepfakes?
RQ2: What are the various trends and challenges in the
detection of deepfakes?
RQ3: What are the most relevant sources that work on
the creation and detection of deepfakes?
RQ4: What are the most relevant countries working on
deepfakes?
RQ5: Who is the most relevant author with affiliations
between 2019 and 2023 ,July?
The primary focus of these research questions is to form
the core of our investigation and direct our research
into the scholarly output in this field. This analysis
will help researchers, academicians, policy makers, and
individuals to determine emerging trends in the field
of deepfakes. The research will help buddy trying to
make progress in the area of deepfakes.
To make it easier to understand and navigate, a
structured approach is adopted in this analysis
where Section 2 outlines the methodology of deepfakes.
Section 3 reveals State-of-the-Art methods in deepfakes.
Applications of deepfakes are explained in Section 4. In
Section 5, the outcomes and corresponding discussion
are provided. Section 6 provides the top 20 publication
sources. Further, top 10 countries deploying deepfakes
are presented in Section 7. Section 8 enlists the top 20
authors contributing most in the research of deepfakes.
Section 9 entitles the conclusion of this review analysis
which will further help the researchers to have more
insight in the context of deepfakes.

2. Methodology

The methodology illustrates a systematic research
approach to examine the academic literature as shown
in figure 2.

This procedure originates with a description of
research objectives and scope, followed by the gathering
of related bibliographic data from the Scopus database.
Data is analyzed and visualized by using the tools
VOSviewer and RStudio, allowing the study of co-
citation, bibliographic coupling, and co-authorship
networks.

Figure 2. Methodological framework for data analysis

3. State-of-the-Art Methods in Creation and
Detection of deepfakes
Advancements in deep learning have significantly
enhanced the development of technology for facial
modification. Some deep learning techniques that can
be used for the creation and detection of deepfakes for
images, videos, and audios are GANs, Convolutional
Neural Networks (CNNs), and Recurrent Neural
Networks (RNNs).
The most popular deep neural network model for
detection is CNN. CNNs are deep learning classification
neural networks that consist of multiple layers, each
contributing unique features to the network. CNNs
have gained popularity in deepfake detection due
to their effectiveness in identifying and extracting
critical image regions. They are particularly adapt
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at recognizing frame areas with high spatial and
temporal dependencies, such as facial regions or
specific facial features. This capability enables the
detection of inconsistencies between authentic images
and deepfakes. While CNNs are utilized across various
deepfake detection model, each model applies them in
its unique manner. Another use of an artificial neural
network that can learn characteristics from sequence
data is the recurrent neural network (RNN). RNN stores
information sequences from previous inputs in internal
memory, making it useful in many fields like speech
recognition and natural language processing [14–17].
The LSTM (Long Short-Term Memory) is a type
of artificial RNN developed to successfully handle
dependency over time. LSTM can maintain critical
information throughout the data sequence by including
a feedback connection. Its widespread use in domains
dealing with time series data, such as processing,
classification, and predictive modeling, has been widely
recognized [18, 19]. The readers can find a review of
current deepfake detection approaches in Table 1. This
table also presents different pre-trained CNN models
including VGG16 and ResNet50 for the classification of
deepfake images and videos [20, 21].
GAN is one of the most challenging deep learning
algorithms for the creation of deepfakes. GAN is
build up using two neural network viz. a generator
and discriminator. The generator can be used to
create synthesized image same as real image and
the discriminator is used to discriminate the created
synthesized image as real or fake. The deep-fake
manufacturing process based on GANs is dependent on
the generator’s capacity to deceive the discriminator.
This produces deep fakes that closely resemble real
videos, making them difficult to detect with the human
eye [22]. A review of significant literature of deepfake
using GAN is provided in Table 2.
In this research, the data of deepfake literature is
retrieved from the Scopus database which ranges from
the year 2019 to 2023. All the papers cited in the
research have been published in various reputable
journals, and this information is detailed in Table 5.
The survey can guide future research endeavours by
identifying gaps in knowledge and areas requiring
further investigation, ultimately contributing to the
advancement of techniques for deepfake detection and
prevention.

4. Applications

RQ1: What are the various applications of deepfakes?
The term deepfake is an intelligent use of artificial
intelligence to craft remarkably realistic and sometimes
highly misleading multimedia content has become
prevalent. while some content is beneficial, but

Figure 3. Deepfake applications

conversely, some applications pose ethical challenges.
Figure 3 depicts some of the applications of deepfakes.

4.1. Fake News
Deepfakes can be used to create convincing fake news.
In the world of politics, the fake news created in 2018
by Hollywood filmmaker Jordan Peele featured former
US President Obama speaking about how fake news can
be dangerous, as well as mocking the president of the
moment, Trump[37].

4.2. Adult Content
The use of deepfake technology to produce explicit
content incorporating the likeness of actual individuals
without their authorization raises substantial ethical
concerns.Victims of pornographic deepfakes frequently
include celebrities, mainly because of their photos and
videos are easily accessible. The utilization of law as
a means for social reform, functioning as a tool of
social engineering should enable the progression of
developments within society[38].

4.3. Digitalization and automation
This technology is heavily used to create new works
of art, engage audiences, and provide them with
distinctive experiences. Salvador Dal’s museum in St.
Petersburg, Florida recently gave visitors the ability to
connect more closely with his life and get to know him
by using artificial intelligence. Deepfakes also shows
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Table 1. Techniques and datasets used by various researchers for the detection

Modality Method Evaluation Dataset Performance
Reference
/ year

Image Video Model FaceForensics++ Celeb-DF DFDC Other/
Custom

ACC AUC

[14] 2023 - Hybrid CNN - - - 95.75 -
[23] 2023 SVM - - - 88.33 -
[15] 2023 - 3D-CNN - - -
[16] 2023 - CNN - - - 0.81
[17] 2023 - CNN - - - - 94.7
[24] 2023 - MTCNN - - - - 87.76
[25] 2023 - CNN - - - 99 -
[26] 2023 - CNN, LSTM - - 99.24 -
[27] 2022 - CNN, LSTM - 91.21 -
[28] 2021 - Canny Edge

Detection,
Hough
Transform

- - - - 94

[19] 2021 - Convolutional
LSTM-
based
Residual
Network
(CLRNet)

- - 93.86 -

[20] 2020 Xception
Net-
works

- - 75

[29]2020 - ResNet,
Gram-
Net

- - - 80.55 -

[30] 2020 FakeSpotter - - - - 66.8
[18] 2020 - LSTM - - - 94.29 -
[31] 2020 - CNN - - - - 99
[21] 2019 VGG16,

ResNet50,
ResNet101,
ResNet152

- - - - 84.5

Table 2. Techniques and datasets used by various researchers for the creation

Modality Method Database Performance
Reference/year Image Video Model CelebA-HQ CelebA Other FID SSIM

[22] 2023 Deep Convolution GAN - - 49.3 -
[26] 2023 - GAN - - 9.17 -
[32] 2020 - GAN - - 29.31 -
[33] 2020 - StarGAN v2 - - 23.9 -
[34] 2020 - Encoder-Decoder - - 12.17 0.717
[35] 2019 - FSGAN - - - 0.51
[36] 2019 - STGAN - - - 0.948
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Nicolas Cage acting in movies that he’s never been in,
like Indiana Jones or Terminator 2 [39].

4.4. Teaching
In the field of education, deepfake technology offers
a diverse range of prospects. Over an extended
period, educational institutions and instructors have
incorporated various forms of media, including audio
and video, in their classrooms. The integration of AI-
generated synthetic media can reanimate historical
figures, contributing to a more engaging and dynamic
educational setting [39].

4.5. Message amplification
Deepfake technology can be used to produce extremely
naturalistic videos, and pictures of individuals express-
ing something in a way they never actually did. In the
year 2019, it was reported that the U.S. Democratic
Party deep faked its chairman Tom Perez to highlight
the possible threat of fakes to the 2020 presidential
election [40, 41].

4.6. Voice Replication
Deepfake techniques can be used to replicate an
individual’s voice and make them say things they never
spoke [42]. In 2019, scammers employed AI-based
software to replicate the voice of a chief executive and
execute a deceptive scheme, demanding a fraudulent
transfer of USD 243,000. To counter such threats, it is
crucial to possess the capability to identify deepfake
audios [43, 44].

4.7. Language Translation
Deepfake technology can be utilized to dub movies
into several languages by creating lip-synced audio
and video in the targeted language [45]. In february
2023, two videos featuring Delhi BJP president Manoj
Tiwari demonstrated the impact of deepfakes. These
films showed him making a bilingual election offer
in Haryanvi and English before the 2020 assembly
elections. Both were fakes [46].

5. Results and Discussions
RQ2: What are the various trends and challenges in the
detection of deepfakes?

5.1. Document types on deepfakes
There is a combined count of 794 research papers based
on scopus indexing database dedicated to the subject
of deepfake technology. As illustrated in figure 4, 379
papers are categorized as conference papers and 298
are journal papers. The remaining papers consist of
a review, editorial, conference review, short reviews,
editorials and book chapters [47].

Figure 4. Documents types on Deepfakes

5.2. Publication variations on deepfakes
The data for last four and half years has been referred to
carry the bibliometric analysis of publication variation.
The count of publications has constantly increasing in
the last three years from 2021 to 2023, July as shown in
the figure 5. A lot of work is going on for the detection
of deepfakes. According to the Gartner Hype Cycle that
shows this work will last for at least 5 years. It offers
a view of emerging technologies and applications over
some time and can be used as a source of knowledge to
guide deployment within the framework of the business
objectives. It also minimizes the risk associated with
technology investment decisions [48, 49].

Figure 5. Publication swing on Deepfakes

5.3. Top 15 Institutes contributing documents on
deepfakes
The table 3 demonstrates the leading 15 institutions
that are providing content related to deepfakes. The
table is arranged in decreasing order, commencing with
43 which is the highest number of articles. When
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examining the table based on continents, Asia emerges
as the dominant region, with 12 institutes included in
the top 15. Among a total of 15 universities, 9 of them
are located in China. This implies that the majority of
the work done is concentrated in China. Following Asia,
the United States is the next country, with 2 institutes
represented in the table, marking Europe as the third
country in the rankings with one institute.

5.4. Abstract analysis of documents on deepfakes
Within the framework of a research paper, an "abstract"
provides a summarized overview of the paper’s content.

Figure 6. Top 50 abstract word spectrum

The primary aim of the abstract is to offer readers
a rapid glimpse into the research and its significant
discoveries, enabling them to assess the paper’s
relevance to their interests.

Frequently, it incorporates a set of keywords that
assist other researchers in discovering the paper within
databases and search engines[50].

In this section, we have analyzed the 50 most
frequently utilized words obtained through abstracts
utilized by various researchers in the past 4.5
years from the Scopus database, aiming to identify
current recommendations and trends. The word cloud,
arranged according to the occurrence of matching
terms, is displayed in figure 6.

The articles focus on different aspects of deepfake
detection, such as the use of artificial intelligence,

machine learning, GAN approach and face manipula-
tion methods. Some articles also discuss the ethical and
philosophical implications of deepfakes, as well as the
evolution and trends in deepfake technology [51].

5.5. Title Analysis of documents on deepfakes
In the realm of bibliometrics, title analysis involves
the inspection and assessment of the titles of scholarly
materials such as academic papers, articles, books, and
similar works. Its purpose is to serve as a method for
evaluating and comprehending the patterns, subjects,
and distinctive attributes of research within a specific
field or discipline. In this segment, we analyze the
prevailing trends and standards by scrutinizing the 50
most frequently utilized words found in the titles of
research publications from 794 that have been listed in
the Scopus database over the past 4.5 years.

As depicted in the figure 7, the most commonly

Figure 7. Top 50 title word spectrum

employed keywords in title analysis are deep learning,
fake news, video detection and neural features. This
cloud, presented in a visually structured format, aids
readers in grasping the significance of each term and
its position within the bibliometric dataset’s hierarchy.
This, in turn, facilitates the identification of the most
critical topics and trends within the field [52].

5.6. Keywords and co-keyword analysis of documents
on deepfakes
The analysis of keywords is another core element
in bibliometric studies, which employ quantitative
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Table 3. Top Institutes contributing documents on Deepfakes

Affiliation Articles

Sungkyunkwan University, Seoul, South Korea 43
Universidad Autonoma De Madrid, Madrid, Spain 35
Nanyang Technological University, Singapore 31
University of Chinese Academy of Sciences , Beijing, China 31
Beijing University of Technology, China 28
Delhi Technological University, Delhi 28
Sun Yat-Sen University, Guangzhou, China 25
Beijing Jiaotong University, Beijing, China 23
Purdue University, United States 23
University of California, Los 22
Beijing University of Posts And Telecommunications, China 21
Institute Of Information Engineering, Beijing, China 20
Shanghai Jiao Tong University, china 20
Wuhan University, China 20
Institute of Automation, China 19

methods to assess and gauge the influence of scholarly
literature in a particular domain or subject area.
Through quantifying the frequency and simultaneous
appearance of keywords, scholars can acquire valuable
understandings regarding the progression of expertise
within a specific domain [53]. Figure 8 presents the
term ’deep learning’ stands out prominently having a
frequency of 277.

Figure 8. Top 50 keywords

Following closely with 188 occurrences, the term
’deepfake’ emphasizes the prevalence of research.

The occurrence of the term ’fake detection’ 162
times highlights the focus of approaches to identify
deceptive practices. There are terms associated with
distinct technologies like ’convolutional neural
networks’,’generative adversarial networks’, and
’long short-term memory’ in cloud showcasing a broad
spectrum of approaches.On the whole, the word cloud
reflects the diverse aspects of contemporary research
in computer vision, digital forensics and associated
disciplines presenting a glimpse into prevailing themes
and technologies.

Keyword co-occurrence holds significant importance
in the domains of bibliometric analysis and informa-
tion retrieval. This concept pertains to the occurrence
of two or more keywords or terms together within
a document, which could be a research paper or an
article. Analyzing the co-occurrence of keywords offers
valuable perspectives on the connections between con-
cepts, subjects, and ideas present within a collection
of literature. As illustrated in figure 9 , in the con-
text of a research topic deepfakes, the simultaneous
presence of keywords such as "deepfake", "deep learn-
ing", "deepfake detection," and " artificial intelligence",
implies a semantic linkage among them. In the follow-
ing depicted figure maximum number of occurrences of
the keyword “deepfakes” is 253 and the link strength
is 175 which describes the degree of association or
connection between different components in a network
of scholarly publications [54].

5.7. Co-country Analysis
The figure 10 presents a co-country representation in
which the major analysis unit is country. The figure
details about the total link strength developed among
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Figure 9. Co-keyword occurances on Deepfakes

different countries corresponding to the number of
documents published in the field of deep fakes. The
maximum link strength is developed by US with a total
value of 84. India ranks third among 33 countries with a
link strength of 39 and 124 total number of documents.

5.8. Top globally cited documents on deepfakes

This segment has focused on the 20 most referenced
published documents in the field of deepfakes over
the past 4.5 years. The ranking is presented in
Table 4, arranged in descending order based on
the corresponding citation index. The publication
referenced in the initial row of the table, holds
the highest citation score of 404 citations. This
study presents a large-scale deepFake video dataset,
Celeb-DF, containing 5,639 high-quality celebrities,
demonstrating the escalated challenges posed by the
current detection methods and datasets [55]. The
authors referred in second row aimed that face
editing in videos is a concern due to artefacts
resembling computer vision issues. Simple visual
artefacts like deepfakes and Face2Face can effectively
expose manipulations, achieving Area Under Curve
(AUC) values of up to 0.866 [56]. The authors
investigates the possibility of creating a universal
detector for distinguishing real images from CNN-
generated ones, using a dataset of fake images
from 11 CNN-based models [57]. In this survey
techniques were reviewed for manipulating face

images, including deepFake methods, and methods
to detect them [58]. It discusses four types of
facial manipulation techniques, the latest generation
of deepfakes, and the future trends [59]. Recent
advancements in multimedia content realism offer
exciting applications in creative arts, advertising, and
video games. However, it also poses security threats,
requiring automated tools to detect fake media and
analyses methods for visual media integrity verification
[60]. The author analysed 84 online news articles
to understand deepfakes, AI-generated videos, their
benefits and threats, and potential solutions. The study
suggested legislation, corporate policies, education, and
technology development can combat these threats,
providing cyber security and AI entrepreneurs with
business opportunities [61]. The researchers revealed
that deepfakes, created by AI, reduce trust in public
discourse and contribute to uncertainty, undermining
public discourse and online civic culture in democratic
societies [62]. The study represented a framework using
Ethereum smart contracts to trace the provenance
and history of digital content, even when copied
multiple times. The solution, focusing on video
content, ensures authenticity by tracing content to
a trusted source [63]. Deepfakes, powered by AI
and machine learning, create fake content harder for
humans to detect. Organisations must prepare for
societal impact and implement the Real framework to
manage risks [64]. This research brings attention to
a drawback in generative convolutional deep neural
networks, specifically prevalent GAN architectures, in
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Figure 10. Co-Country Analysis

which mimicking the spectral distribution was one of
the most challenging task.This issue was addressed
by introducing a novel method named as spectral
regularization by optimizing the training objective [65].

A two-branch network structure for deepfake detection
focused on amplifying artefacts while suppressing
high-level face content. The method has shown
promising results on FaceForensics++, Celeb-DF, and
Facebook’s DFDC preview benchmarks, with low
false alarm rates [66]. The research by authors
proposed a novel approach to detect fake GAN-
generated images using co-occurrence matrices and
deep learning, achieving over 99% classification
accuracy on two diverse GAN datasets [67]. The
authors publicized the analysis on deepfakes of human
faces to detect forensic traces in images. It uses
the expectation maximization algorithm and ad-hoc
validation to distinguish architectures and generation
processes [68].The study proposed a new deepvision
algorithm for detecting deepfakes in videos, analyzing
changes in blinking patterns. This method uses a
heuristic approach and machine learning to verify
anomalies, achieving an 87.5% accuracy rate in seven
out of eight video types [69]. A learning-based
method detected real and fake deepfake multimedia
content by extracting audio and visual modalities
and perceived emotions, utilizing a deep learning
network and achieving high accuracy [70]. The authors
investigated a new dataset, WildDeepfake, to better
support the detection against real-world deepfakes.

The dataset contains 7,314 face sequences from
707 internet-generated videos and evaluate baseline
detection networks [71]. The authors worked on
deepfakes security and privacy risks by considering
computer generated image instead of person’s face.
They proposed OC-FakeDect, a one-class anomaly
detection method, overcoming data scarcity limitations
and achieving 97.5% accuracy on the FaceForensics++
benchmark dataset [72]. The paper presented the
first publicly available dataset of deepfake videos
generated from the VidTIMIT database. It shows
that face recognition systems are vulnerable to these
videos, with 85.62% and 95.00% false acceptance rates,
requiring detection methods [73]. The study presented
in this research showed that the art world is filled
with reproductions, including fakes and forgeries. The
authenticity of these artefacts is crucial, but the reality
is complex. Forgers like John Myatt and Magritte
have painted false works, while digital technologies
further complicate the understanding of art [74]. This
article analyzed visuals in COVID-19 misinformation,
revealing that over half of the pieces serve as evidence
for false claims, with most mislabelled. The analysis
highlights the importance of examining visual content
in misinformation [75].

5.9. Challenges

Deepfake technology comes with many drawbacks,
from possible misuse to ethical and legal issues. The
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Table 4. Top 20 Globally Cited Documents

Authors Year Title Total Citations

Li Y., et al.[55] 2020 Celeb-DF: A Large-Scale Challenging Dataset for
DeepFake Forensics

404

Matern F.,et al.[56] 2019 Exploiting Visual Artifacts to Expose Deepfakes
and Face Manipulations

382

Wang S., et al.[57] 2020 CNN-Generated Images Are Surprisingly Easy to
Spot. . . for Now

291

Tolosana R., et al.[59] 2020 Deepfakes and beyond: A Survey of face manipula-
tion and fake detection

256

Verdoliva L.[60] 2020 Media Forensics and DeepFakes: An Overview 242
Westerlund M.[61] 2019 The Emergence of Deepfake Technology: A Review 237
Vaccari C. and Chadwick A.[62] 2020 Deepfakes and Disinformation: Exploring the

Impact of Synthetic Political Video on Deception,
Uncertainty, and Trust in News

178

Hasan HR. and Salah K.[63] 2019 Combating Deepfake Videos Using Blockchain and
Smart Contracts

161

Kietzmann J., et al.[64] 2020 Deepfakes: Trick or treat? 124
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following are some significant challenges posed by
deepfakes.

Forged Broadcast. It is likely for the journalistic
industry that the public will confront the loss of trust
in the media due to forged news. Deepfakes pose more
of a threat in comparison to "traditional" fake news
because they are difficult to be identifed and consumers
are more inclined to believe that fake news is genuine.
The technology permits the production of false news
clips that put the credibility of journalists at stake. So

deepfake places stress on journalists who are struggling
to separate real news from fake [76].

National Security. Deepfake poses a threat to national
security through disseminating propaganda and inter-
fering with elections. In the escalating situation on the
border between India and Pakistan in the year 2019,
Reuters found fake videos related to the issue, where
most of them were older videos from different events.
In search of eyewitness videos on the mass shooting
that took place in Christchurch, New Zealand, Reuters

11
EAI Endorsed Transactions on 
Scalable Information Systems 

Online First



D. Garg and R. Gill

Figure 11. Deepfake Challenges

was able to find a video that claimed that it showed the
scene when a suspect was killed by police. They quickly
realized it was related to a different event in the U.S.A.
The suspect in the Christchurch shooting wasn’t killed.
So fake news could be used to undermine national
security by spreading political propaganda and disrupt-
ing elections[77, 78]. Legal considerations are crucial
to ensuring responsible and ethical use of deepfake
technology to prevent potential legal consequences.

Deterioration of Trust. People may loose trust on media
and information sources in general as a result of the
proliferation of deepfakes, since they may start to doubt
the veracity of audio and visual content available on
web and data uploaded and circulated on internet. This
would decline the trust and may have wider societal
repercussions[79].

Political Administration. Deepfake technology received
substantial attention in politics recently as a result
of a prominent occurrence. In March 2022, a deep-
fake appeared on social media featuring Volodymyr
Zelenskyy, the president of Ukraine, convincing his
warriors to capitulate to Russian forces. Shortly after,
the genuine Zelenskyy shared a Facebook video where
he denied the prior remark as a modified fake. Experts
pointed out that this specific instance was a rela-
tively unrealistic deepfake. Managing political deep-
fakes poses considerable difficulty in terms of regula-
tion [80].

Cyber Security. Cybersecurity concerns are another
risk that deepfakes pose. The world of business has
expressed an interest in securing themselves from

frauds that are viral, since fakes can be used for
manipulating stock prices and markets for instance,
by showing the chief executive making vulgar or
racist remarks or announcing a fake merger and
making false claims of the financial loss or bankruptcy,
even portraying the fakes as doing something wrong
[81]. To address these problems, legislators, law
enforcement, technology developers, and the general
public must work together. Promising approaches
include developing advanced techniques for detecting
them, developing clear moral guidelines, and enacting
laws designed to mitigate the negative consequences of
deepfakes. Establishing suitable limits for the ethical
utilization of this technology remains a persistent
challenge.

6. Top 20 Publication sources on deepfakes
RQ3: What are the most relevant sources that work on
the creation and detection of deepfakes?

The table 5 illustrates the top 20 publication sources in
the field of deepfakes detection and generation over the
last 4.5 years.
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Table 5. Top 20 Publication sources on Deepfakes

Sources Articles Impact
Factor

Cite
Score

H-Index Quartile Publisher Country

Lecture Notes In
Computer Science

25 1.27 2.2 446 Q3 Springer
Nature

Germany

International Sym-
posium On Elec-
tronic Imaging Sci-
ence And Technol-
ogy

19 NIL NIL 26 NIL NIL United
States

Lecture Notes In
Networks And Sys-
tems

13 0.54 0.7 27 Q4 Springer Switzerland

Advances In
Computer Vision
And Pattern
Recognition

12 0.82 2.4 25 Q1 Springer Science
and Business
Media

United
States

Ceur Workshop
Proceedings

11 0.39 1.1 62 NIL NIL United
States

Synthese 11 1.5 2.6 77 Q1 Springer Netherlands
Convergence 10 3.56 4.8 49 Q1 SAGE Publications

Inc.
United
States

IEEE Access 10 4.82 9 204 NIL Institute of
Electrical and
Electronics
Engineers Inc.

United
States

IEEE Computer
Society Conference
On Computer
Vision And Pattern
Recognition

9 23.46 40.7 470 NIL IEEE
Computer
Society

United
States

ACM International
Conference
Proceeding Series

8 0.5 1.1 137 NIL Association
for
Computing
Machinery

United
States

Communications
In Computer
And Information
Science

8 0.53 1 62 Q4 Springer
Science and
Business
Media

Germany

Multimedia Tools
And Applications

8 4.2 6.1 93 Q1 Springer Netherlands

Conference On
Human Factors
In Computing
Systems

7 0 8.3 216 NIL NIL United
States

Cyberpsychology,
Behavior, And
Social Networking

7 6.41 8.7 169 Q1 Mary Ann
Liebert Inc.

United
States

Journal Of
Imaging

7 3.75 4.4 34 Q2 Multidisciplinary
Digital
Publishing
Institute
(MDPI)

Switzerland

13
EAI Endorsed Transactions on 
Scalable Information Systems 

Online First



D. Garg and R. Gill

Table 5 continued from previous page

Sources Articles Impact
Factor

Cite
Score

H-Index Quartile Publisher Country

Porn Studies 7 1.68 2 16 Q1 Taylor and
Francis Ltd.

United
Kingdom

Expert Systems
With Applications

6 10.35 12.6 1.873 Q1 Elsevier Ltd. United
Kingdom

IEEE Transactions
On Circuits And
Systems For Video
Technology

6 8.43 11.2 1.491 Q1 Institute of
Electrical and
Electronics
Engineers Inc.

United
States

Lecture Notes
In Electrical
Engineering

6 0.37 0.6 0.147 Q4 Springer
Verlag

Germany

Applied Sciences
(Switzerland)

5 3.1 4.5 0.492 Q2 Multidisciplinary
Digital Publishing
Institute (MDPI)

Switzerland

ICASSP, IEEE
International
Conference
On Acoustics,
Speech And Signal
Processing

5 3.59 6.3 1 NIL Institute of Electri-
cal and Electronics
Engineers Inc.

United
States

IEEE Transactions
On Information
Forensics And
Security

5 8.03 14.7 2.65 Q1 Institute of Electri-
cal and Electronics
Engineers Inc.

United
States

Figure 12. Countries Scientific production over time on deepfakes
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This table contains the details of sources with the
maximum number of articles published in it, the
impact factor of the source, cite score, SJR (SCImago
Journal Ranking), H-Index, Quartile, Publisher, and
the country of the publications [82].

This bibliometric analysis states that the maximum
articles for deepfakes have been published in the
Springer Nature journal named “ Lecture Notes in
Computer Science” with a total of 25 publications.
The " International Symposium On Electronic Imaging
Science And Technology " follows on the list, boasting a
total of 19 publications.

The remaining sources have fewer than 15 publica-
tions in this specific field. Out of these top 20 sources, 8
sources have the highest Quartile which is Q1. “IEEE
Computer Society Conference On Computer Vision
And Pattern Recognition” has the highest impact factor
which is 23.46. Through this analysis, one can easily
find out the best publication source, that can be used to
publish one article. The analysis also reveals that half of
the published documents originate from journals, while
a quarter come from conferences, and another quarter
are derived from book chapters.

7. Top Countries contributing documents on
deepfakes
RQ4: What are the most relevant countries working on
deepfakes?
Deepfake technology is of excessive significance
worldwide because it carries broad and implications
across several sectors. The involvement of top five
countries (China, India, Italy, USA, UK) in advancing
the field of deepfakes has been noteworthy as shown in
figure 12.
The table comprehensively outlines the rankings of the
top 10 country’s scientific production in the field of
deepfakes. The map is produced by biblioshiny. Various
tones of blue represent varying levels of productivity:
dark blue signifies high productivity, while grey
indicates the absence of articles [83]. At the forefront is
the United States holding the 1st rank and boasting an
impressive frequency of 524 publications highlighting
its substantial contributions to the advancements in
this domain. In a near position, China secured the 2nd
rank with a frequency of 483. Holding the 3rd position,
India exhibits a significant presence with a frequency
of 412 publications. The ranking system offers valuable
insights into the research prominence of each country
within the specified area. The ranking system of the
remaining countries(Italy, UK, South Korea, Australia,
Pakistan, Spain, and Germany) offers insights into the
research prominence with the frequency ranging from
120 to 53.

8. Top 25 authors contributing to research on
deepfakes

RQ5: Who is the most relevant author with affiliations
between 2019 and 2023 july?
In the era of digitization, digital content serves as
the primary source of information and communication,
ensuring its concern for authenticity. Deepfake tech-
nology, while having legitimate uses in sectors such as
the film industry or digital forensics, has been asso-
ciated with significant threats. This includes identity
theft, misinformation, political manipulation, and other
forms of social harm. These malicious applications
of deepfake technology have spurred global alarm,
demanding reliable, and effective countermeasures to
safeguard society’s critical infrastructures [84]. Despite
the existence of these facts, there has been limited
research attention directed towards this area over the
past 5 years. In bibliometrics, the impact and impor-
tance of scientific publications and authors are assessed
using quantitative aspects of published literature [85].
In this analysis, as shown in the table 6, the top
25 authors are identified based on citation counts, h-
indexes, g-indexes, m-indexes, TC (Total citation), and
NP (Number of published Documents). Among these
20 authors, two authors Liu Y and Woo SS possess
the highest h-index i.e. 6. But based on the number of
publications Woo SS has the highest score. From this
analysis, we can easily see that from 2019 to July 2023,
the author Li Y had a maximum number of citations.

9. Conclusion and Future Scope

Over the last four and half years, numerous reviews
have been explored in the context of deepfakes
generation and identification, yet there is a scarcity
of comprehensive scientometric analyses. This paper
presents a bibliometric study in the field of deepfakes
by objectively examining the current landscape and
research trends. With the use of Scopus database,
794 relevant publications have been identified in the
deepfakes domain. In order to derive more meaningful
insights, the bibliometric analysis has been conducted
which encompasses keyword analysis, identification
of leading research-contributing institutes, co-country
analysis, and co-keyword occurrence analysis.
The key findings from this analysis can be summarized
as follows:

1. Publications in the field of deepfakes significantly
surged from 2019 to July 2023, attributed to
the rapid dissemination of information on the
internet. Subsequently, the emergence of fake
videos involving celebrities and politics has
driven the increase in publications.
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Table 6. Top 25 authors contributing research on Deepfakes

Author Name Affliations h_index g_index m_index TC NP PY_start

Li Y South China Agricultural University,
Guangzhou, China

6 10 1.5 131 10 2020

Woo SS Sungkyunkwan University,
South Korea

6 13 1.2 171 15 2019

Fierrez J Universidad Autonoma de Madrid,
Spain

5 8 1.25 364 8 2020

Juefei-Xu F Alibaba Group, San Mateo, CA,
United States

5 5 1.25 92 5 2020

Liu Y Duke University, Durham, NC,
United States

5 13 1.25 462 13 2020

Tariq S Sungkyunkwan University, South
Korea

5 9 1.667 120 9 2021

Tolosana R Universidad Autonoma de
Madrid, Spain

5 8 1.25 364 8 2020

Wang R School of Cyber Science and Engi-
neering, Wuhan University, China

5 9 1.25 88 9 2020

Ahmed S Nanyang Technological Univer-
sity, Singapore

4 6 1.333 78 6 2021

Guo Q Nanjing University of Aeronautics
and Astronautics, Nanjing, China

4 4 1 83 4 2020

Javed A University of Engineering and
Technology, Taxila, Pakistan

4 5 1.333 32 14 2021

Kietzmann J University of Victoria, Canada 4 7 1 179 7 2020
Kim M Sungkyunkwan University,

Suwon
4 4 1.333 77 4 2021

Liu J Northwest University, Xi’an,
China

4 7 1 56 8 2020

Ma L Shanghai Jiao Tong University,
Shanghai, China

4 5 1 85 5 2020

Morales A Universidad Autonoma de
Madrid, Madrid, Spain

4 5 1 275 5 2020

Qi H Kyushu University, Fukuoka,
Japan

4 6 1 442 6 2020

Singh R Indian Institute of Technology
Jodhpur, India

4 7 1 53 7 2020

Rodriguez R Universidad Autonoma de
Madrid, Spain

4 6 1 351 6 2020

Agarwal A Indraprastha Institute of Infor-
mation Technology, New Delhi,
India

3 4 1 17 4 2021

Akhtar Z State University of New York
Polytechnic Institute, Utica,
USA

3 6 0.6 43 6 2019

Battiato S University of Catania, Italy 3 5 0.75 156 5 2020
Chen J Fudan University, Shanghai,

China
3 5 0.75 108 5 2020

Chen P Hangzhou Dianzi University,
Hangzhou, China

3 5 0.75 38 5 2020

TC : Total citation, NP : Number of published Documents, PY_Start : Starting Publication Year of Author
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2. Eight different document types pertain to deep-
fakes research, with approximately 38% of docu-
ments published as articles.

3. The journal "Advances in Computer Vision and
Pattern Recognition" holds prominence among
researchers and scholars in the deepfakes domain,
achieving quartile Q1 status.

4. Visualization results indicate a widening and
more international collaboration among countries
in the field of deepfakes, with the USA emerging
as the most prolific country, displaying the
highest frequency in scientific production over
time.

5. The most influential institutions in the field
of deepfakes include Sungkyunkwan University
(South Korea), Universidad Autonoma De Madrid
(Spain), and Nanyang Technological University
(Singapore), boasting the highest number of
articles. Furthermore, it was observed that most
organizations with high cooperation frequencies
belong to the same country.

Further, this study provides valuable insights for schol-
ars interested in deepfakes, offering a foundational
understanding and insight into the research character-
istics for their future endeavors.

References
[1] Leandro A Passos, Danilo Jodas, Kelton AP da Costa,

Luis A Souza Júnior, Douglas Rodrigues, Javier Del Ser,
David Camacho, and João Paulo Papa. A review of
deep learning-based approaches for deepfake content
detection. arXiv preprint arXiv:2202.06095, 2022.

[2] Abdulqader M Almars. Deepfakes detection techniques
using deep learning: a survey. Journal of Computer and
Communications, 9(05):20–35, 2021.

[3] P Marcel. Deepfakes: a new threat to face recognition.
Assessment and detection, 2018.

[4] Ai-powered deepfakes bare fangs in 2023, raise
concern about impact on privacy, electoral politics
— thehindubusinessline.com. https://www.

thehindubusinessline.com/info-tech/ai-powered\

-deepfakes-bare-fangs-in-2023-raise-concern-\

about-impact-on-privacy-electoral-politics/

article67692281.ece, 2023. [online; accessed 01-
january-2024].

[5] Neha Sandotra and Bhavna Arora. A comprehensive
evaluation of feature-based ai techniques for deepfake
detection. Neural Computing and Applications, pages 1–
29, 2023.

[6] What is deepfake AI? A definition from WhatIs.com.
https://www.techtarget.com/whatis/definition/

deepfake, 2022. [Online; accessed 16-December-2023].
[7] Behind the scenes of TV’s first deep fake

comedy: “None of it is illegal. Everything
is silly.” The Guardian . https://www.

theguardian.com/tv-and-radio/2023/jan/09/deep\

-fake-neighbour-wars-interview-itvx-comedy,
2022. [Online; accessed 16-December-2023].

[8] Rashmika Mandanna deepfake case: Four suspects
tracked by Delhi Police, search on to nab key
conspirator . https://www.businesstoday.in/latest/
trends/story/rashmika-mandanna-deepfake-case-\

four-suspects-tracked-by-delhi-police-search-\

on-to-nab-key-conspirator, 2023. [Online; accessed
15-December-2023].

[9] Don’t believe your eyes: Exploring the positives and
negatives of deepfakes. AI News . https://www.

artificialintelligence-news.com/2019/08/05/

dont-believe-your-eyes-exploring-the-positives\

-and-negatives-of-deepfakes/, 2019. [Online;
accessed 19-November-2023].

[10] Christian Rathgeb, Daniel Fischer, Pawel Drozdowski,
and Christoph Busch. Reliable detection of doppel-
gängers based on deep face representations. IET Biomet-
rics, 11(3):215–224, 2022.

[11] Huy H Nguyen, Junichi Yamagishi, and Isao Echizen.
Capsule-forensics networks for deepfake detection. In
Handbook of Digital Face Manipulation and Detection:
From DeepFakes to Morphing Attacks, pages 275–301.
Springer International Publishing Cham, 2022.

[12] Ruben Tolosana, Christian Rathgeb, Ruben Vera-
Rodriguez, Christoph Busch, Luisa Verdoliva, Siwei Lyu,
Huy H Nguyen, Junichi Yamagishi, Isao Echizen, Peter
Rot, et al. Future trends in digital face manipulation
and detection. In Handbook of Digital Face Manipulation
and Detection: From DeepFakes to Morphing Attacks, pages
463–482. Springer, 2022.

[13] Davide Cozzolino, Giovanni Poggi, and Luisa Verdoliva.
Data-driven digital integrity verification. In Multimedia
Forensics, pages 281–311. Springer Singapore Singapore,
2022.

[14] Sumaiya Thaseen Ikram, Shourya Chambial, Dhruv
Sood, et al. A performance enhancement of deepfake
video detection through the use of a hybrid cnn deep
learning model. International journal of electrical and
computer engineering systems, 14(2):169–178, 2023.

[15] Siva Ramakrishna Nallapati, Dhiren Dommeti, Saket
Medhalavalasa, Kranthi Kiran Bonku, PVVS Srinivas,
and Debnath Bhattacharyya. Identification of deepfakes
using strategic models and architectures. In 2023
International Conference on Sustainable Computing and
Data Communication Systems (ICSCDS), pages 75–82.
IEEE, 2023.

[16] Davide Salvi, Honggu Liu, Sara Mandelli, Paolo
Bestagini, Wenbo Zhou, Weiming Zhang, and Stefano
Tubaro. A robust approach to multimodal deepfake
detection. Journal of Imaging, 9(6):122, 2023.

[17] Lulu Tian, Hongxun Yao, and Ming Li. Fakepoi: A large-
scale fake person of interest video detection benchmark
and a strong baseline. IEEE Transactions on Circuits and
Systems for Video Technology, 2023.

[18] Irene Amerini and Roberto Caldelli. Exploiting
prediction error inconsistencies through lstm-based
classifiers to detect deepfake videos. In Proceedings of the
2020 ACM workshop on information hiding and multimedia
security, pages 97–102, 2020.

17
EAI Endorsed Transactions on 
Scalable Information Systems 

Online First

https://www.thehindubusinessline.com/info-tech/ai-powered\-deepfakes-bare-fangs-in-2023-raise-concern-\about-impact-on-privacy-electoral-politics/article67692281.ece
https://www.thehindubusinessline.com/info-tech/ai-powered\-deepfakes-bare-fangs-in-2023-raise-concern-\about-impact-on-privacy-electoral-politics/article67692281.ece
https://www.thehindubusinessline.com/info-tech/ai-powered\-deepfakes-bare-fangs-in-2023-raise-concern-\about-impact-on-privacy-electoral-politics/article67692281.ece
https://www.thehindubusinessline.com/info-tech/ai-powered\-deepfakes-bare-fangs-in-2023-raise-concern-\about-impact-on-privacy-electoral-politics/article67692281.ece
https://www.thehindubusinessline.com/info-tech/ai-powered\-deepfakes-bare-fangs-in-2023-raise-concern-\about-impact-on-privacy-electoral-politics/article67692281.ece
https://www.techtarget.com/whatis/definition/deepfake
https://www.techtarget.com/whatis/definition/deepfake
 https://www.theguardian.com/tv-and-radio/2023/jan/09/deep\-fake-neighbour-wars-interview-itvx-comedy 
 https://www.theguardian.com/tv-and-radio/2023/jan/09/deep\-fake-neighbour-wars-interview-itvx-comedy 
 https://www.theguardian.com/tv-and-radio/2023/jan/09/deep\-fake-neighbour-wars-interview-itvx-comedy 
https://www.businesstoday.in/latest/trends/story/rashmika-mandanna-deepfake-case-\four-suspects-tracked-by-delhi-police-search-\on-to-nab-key-conspirator
https://www.businesstoday.in/latest/trends/story/rashmika-mandanna-deepfake-case-\four-suspects-tracked-by-delhi-police-search-\on-to-nab-key-conspirator
https://www.businesstoday.in/latest/trends/story/rashmika-mandanna-deepfake-case-\four-suspects-tracked-by-delhi-police-search-\on-to-nab-key-conspirator
https://www.businesstoday.in/latest/trends/story/rashmika-mandanna-deepfake-case-\four-suspects-tracked-by-delhi-police-search-\on-to-nab-key-conspirator
 https://www.artificialintelligence-news.com/2019/08/05/dont-believe-your-eyes-exploring-the-positives\-and-negatives-of-deepfakes/
 https://www.artificialintelligence-news.com/2019/08/05/dont-believe-your-eyes-exploring-the-positives\-and-negatives-of-deepfakes/
 https://www.artificialintelligence-news.com/2019/08/05/dont-believe-your-eyes-exploring-the-positives\-and-negatives-of-deepfakes/
 https://www.artificialintelligence-news.com/2019/08/05/dont-believe-your-eyes-exploring-the-positives\-and-negatives-of-deepfakes/


D. Garg and R. Gill

[19] Shahroz Tariq, Sangyup Lee, and Simon Woo. One
detector to rule them all: Towards a general deepfake
attack detection framework. In Proceedings of the web
conference 2021, pages 3625–3637, 2021.

[20] Yuval Nirkin, Lior Wolf, Yosi Keller, and Tal Hassner.
Deepfake detection based on discrepancies between
faces and their context. IEEE Transactions on Pattern
Analysis and Machine Intelligence, 44(10):6111–6121,
2021.

[21] Yuezun Li and Siwei Lyu. Exposing deepfake videos
by detecting face warping artifacts. arXiv preprint
arXiv:1811.00656, 2018.

[22] Manoj Kumar, Hitesh Kumar Sharma, et al. A gan-based
model of deepfake detection in social media. Procedia
Computer Science, 218:2153–2162, 2023.

[23] Jacob Mallet, Laura Pryor, Rushit Dave, and Mounika
Vanamala. Deepfake detection analyzing hybrid
dataset utilizing cnn and svm. In Proceedings of the
2023 7th International Conference on Intelligent Systems,
Metaheuristics & Swarm Intelligence, pages 7–11, 2023.

[24] Fatima Khalid, Ali Javed, Aun Irtaza, and Khalid Mah-
mood Malik. Deepfakes catcher: a novel fused truncated
densenet model for deepfakes detection. In Proceedings
of International Conference on Information Technology and
Applications: ICITA 2022, pages 239–250. Springer, 2023.

[25] Ameni Jellali, Ines Ben Fredj, and Kaïs Ouni. An
approach of fake videos detection based on haar
cascades and convolutional neural network. In 2023
IEEE International Conference on Advanced Systems and
Emergent Technologies (IC_ASET), pages 01–06. IEEE,
2023.

[26] Umar Masud, Mohd Sadiq, Sarfaraz Masood, Musheer
Ahmad, and Ahmed A Abd El-Latif. Lw-deepfakenet: a
lightweight time distributed cnn-lstm network for real-
time deepfake video detection. Signal, Image and Video
Processing, 17(8):4029–4037, 2023.

[27] Pallabi Saikia, Dhwani Dholaria, Priyanka Yadav,
Vaidehi Patel, and Mohendra Roy. A hybrid cnn-lstm
model for video deepfake detection by leveraging optical
flow features. In 2022 international joint conference on
neural networks (IJCNN), pages 1–7. IEEE, 2022.

[28] Shu Hu, Yuezun Li, and Siwei Lyu. Exposing gan-
generated faces using inconsistent corneal specular
highlights. In ICASSP 2021-2021 IEEE International
Conference on Acoustics, Speech and Signal Processing
(ICASSP), pages 2500–2504. IEEE, 2021.

[29] Zhengzhe Liu, Xiaojuan Qi, and Philip HS Torr. Global
texture enhancement for fake face detection in the wild.
In Proceedings of the IEEE/CVF conference on computer
vision and pattern recognition, pages 8060–8069, 2020.

[30] Run Wang, Felix Juefei-Xu, Lei Ma, Xiaofei Xie, Yihao
Huang, Jian Wang, and Yang Liu. Fakespotter: A simple
yet robust baseline for spotting ai-synthesized fake faces.
arXiv preprint arXiv:1909.06122, 2019.

[31] Shruti Agarwal, Hany Farid, Tarek El-Gaaly, and Ser-
Nam Lim. Detecting deep-fake videos from appearance
and behavior. In 2020 IEEE international workshop
on information forensics and security (WIFS), pages 1–6.
IEEE, 2020.

[32] Simranjeet Singh, Rajneesh Sharma, and Alan F
Smeaton. Using gans to synthesise minimum train-
ing data for deepfake generation. arXiv preprint
arXiv:2011.05421, 2020.

[33] Yunjey Choi, Youngjung Uh, Jaejun Yoo, and Jung-Woo
Ha. Stargan v2: Diverse image synthesis for multiple
domains. In Proceedings of the IEEE/CVF conference on
computer vision and pattern recognition, pages 8188–8197,
2020.

[34] Jiangning Zhang, Xianfang Zeng, Mengmeng Wang,
Yusu Pan, Liang Liu, Yong Liu, Yu Ding, and Changjie
Fan. Freenet: Multi-identity face reenactment. In
Proceedings of the IEEE/CVF conference on computer vision
and pattern recognition, pages 5326–5335, 2020.

[35] Yuval Nirkin, Yosi Keller, and Tal Hassner. Fsgan:
Subject agnostic face swapping and reenactment. In
Proceedings of the IEEE/CVF international conference on
computer vision, pages 7184–7193, 2019.

[36] Ming Liu, Yukang Ding, Min Xia, Xiao Liu, Errui Ding,
Wangmeng Zuo, and Shilei Wen. Stgan: A unified
selective transfer network for arbitrary image attribute
editing. In Proceedings of the IEEE/CVF conference on
computer vision and pattern recognition, pages 3673–3682,
2019.

[37] Nicolo Bonettini, Edoardo Daniele Cannas, Sara Man-
delli, Luca Bondi, Paolo Bestagini, and Stefano Tubaro.
Video face manipulation detection through ensemble of
cnns. In 2020 25th international conference on pattern
recognition (ICPR), pages 5012–5019. IEEE, 2021.

[38] Isnaini Imroatus Solichah, Faizin Sulistio, and Milda
Istiqomah. Protection of victims of deep fake
pornography in a legal perspective in indonesia.
International Journal of Multicultural and Multireligious
Understanding, 10(1):383–390, 2023.

[39] New deepfake AI tech creates videos using one
image. https://blooloop.com/technology/news/

samsung-ai-deepfake-video-museum-technology/,
2021. [Online; accessed 16-November-2023].

[40] Anna Broinowski. Deepfake nightmares, synthetic
dreams: A review of dystopian and utopian discourses
around deepfakes, and why the collapse of reality may
not be imminent—yet. Journal of Asia-Pacific Pop Culture,
7(1):109–139, 2022.

[41] Ravneet Kaur, Ramkumar Ketti Ramachandran, Robin
Doss, and Lei Pan. A multi-domain perspective of
future directions for vanets for emergency message
dissemination. IoT-Enabled Smart Healthcare Systems,
Services and Applications, pages 199–218, 2022.

[42] Chaitanya Singla and Sukhdev Singh. Pemo: A new
validated dataset for punjabi speech emotion detection.

[43] Catherine Stupp. Fraudsters used ai to mimic ceo’s voice
in unusual cybercrime case. The Wall Street Journal, 30
(08), 2019.

[44] Hanxiang Hao, Emily R Bartusiak, David Güera,
Daniel Mas Montserrat, Sriram Baireddy, Ziyue Xiang,
Sri Kalyan Yarlagadda, Ruiting Shao, János Horváth,
Justin Yang, et al. Deepfake detection using multiple
data modalities. In Handbook of Digital Face Manipulation
and Detection: From DeepFakes to Morphing Attacks, pages
235–254. Springer International Publishing Cham, 2022.

18
EAI Endorsed Transactions on 
Scalable Information Systems 

Online First

https://blooloop.com/technology/news/samsung-ai-deepfake-video-museum-technology/
https://blooloop.com/technology/news/samsung-ai-deepfake-video-museum-technology/


A Bibliometric Analysis of Deepfakes : Trends, Applications and Challenges

[45] Chaitanya Singla and Sukhdev Singh. Punjabi
speech emotion recognition using prosodic, spectral and
wavelet features. In 2022 10th International Conference
on Emerging Trends in Engineering and Technology-Signal
and Information Processing (ICETET-SIP-22), pages 1–6.
IEEE, 2022.

[46] Why the Manoj Tiwari deepfakes should have India
deeply worried . https://theprint.in/tech/

\why-the-manoj-tiwari-deepfakes-should-have-\

india-deeply-worried/372389/, 2020. [Online;
accessed 19-September-2023].

[47] Shilpi Harnal, Gaurav Sharma, Anupriya, Anand Muni
Mishra, Deepak Bagga, Nikhil Saini, Pankaj Kumar
Goley, and Kumar Anupam. Bibliometric mapping of
theme and trends of augmented reality in the field of
education. Journal of Computer Assisted Learning, 2023.

[48] Gartner Identifies Four Emerging Technologies
Expected to Have Transformational Impact
on Digital Advertising . https://www.

gartner.com/en/newsroom/press-releases/

2022-08-03-gartner-identifies-four-emerging-\

technologies-expected-to-have-transformational\

-impact-on-digital-advertising, 2022. [Online;
accessed 19-November-2023].

[49] Yuezun Li, Pu Sun, Honggang Qi, and Siwei Lyu. Toward
the creation and obstruction of deepfakes. In Handbook of
Digital Face Manipulation and Detection: From DeepFakes
to Morphing Attacks, pages 71–96. Springer International
Publishing Cham, 2022.

[50] Rosa Gil, Jordi Virgili-Gomà, Juan-Miguel López-Gil,
and Roberto García. Deepfakes: evolution and trends.
Soft Computing, pages 1–24, 2023.

[51] Ruben Tolosana, Ruben Vera-Rodriguez, Julian Fierrez,
Aythami Morales, and Javier Ortega-Garcia. An
introduction to digital face manipulation. In Handbook of
Digital Face Manipulation and Detection: From DeepFakes
to Morphing Attacks, pages 3–26. Springer International
Publishing Cham, 2022.

[52] Lucas Whittaker, Rory Mulcahy, Kate Letheren, Jan Kiet-
zmann, and Rebekah Russell-Bennett. Mapping the
deepfake landscape for innovation: A multidisciplinary
systematic review and future research agenda. Techno-
vation, 125:102784, 2023.

[53] Xueqian Yu, Yanning Chen, Yueyang Li, Jialan Hong,
and Fang Hua. A bibliometric mapping study of the
literature on oral health-related quality of life. Journal
of Evidence-Based Dental Practice, 23(1):101780, 2023.

[54] Waqas Liaqat, Muhammad Tanveer Altaf, Celaleddin
Barutçular, Ehab M Zayed, and Touseef Hussain.
Drought and sorghum: a bibliometric analysis using vos
viewer. Journal of Biomolecular Structure and Dynamics,
pages 1–13, 2023.

[55] Yuezun Li, Xin Yang, Pu Sun, Honggang Qi, and Siwei
Lyu. Celeb-df: A large-scale challenging dataset for
deepfake forensics. In Proceedings of the IEEE/CVF
conference on computer vision and pattern recognition,
pages 3207–3216, 2020.

[56] Falko Matern, Christian Riess, and Marc Stamminger.
Exploiting visual artifacts to expose deepfakes and face
manipulations. In 2019 IEEE Winter Applications of
Computer Vision Workshops (WACVW), pages 83–92.

IEEE, 2019.
[57] Sheng-Yu Wang, Oliver Wang, Richard Zhang, Andrew

Owens, and Alexei A Efros. Cnn-generated images are
surprisingly easy to spot... for now. In Proceedings of
the IEEE/CVF conference on computer vision and pattern
recognition, pages 8695–8704, 2020.

[58] Renu Popli, Isha Kansal, Chaitanya Singla, and Devendra
Prasad. A systematic review on techniques of facemask
detection using digital images. In 2021 9th International
Conference on Reliability, Infocom Technologies and
Optimization (Trends and Future Directions)(ICRITO),
pages 1–6. IEEE, 2021.

[59] Ruben Tolosana, Ruben Vera-Rodriguez, Julian Fierrez,
Aythami Morales, and Javier Ortega-Garcia. Deepfakes
and beyond: A survey of face manipulation and fake
detection. Information Fusion, 64:131–148, 2020.

[60] Luisa Verdoliva. Media forensics and deepfakes: an
overview. IEEE Journal of Selected Topics in Signal
Processing, 14(5):910–932, 2020.

[61] Mika Westerlund. The emergence of deepfake
technology: A review. Technology innovation management
review, 9(11), 2019.

[62] Cristian Vaccari and Andrew Chadwick. Deepfakes
and disinformation: Exploring the impact of synthetic
political video on deception, uncertainty, and trust in
news. Social Media+ Society, 6(1):2056305120903408,
2020.

[63] Haya R Hasan and Khaled Salah. Combating deepfake
videos using blockchain and smart contracts. Ieee Access,
7:41596–41606, 2019.

[64] Jan Kietzmann, Linda W Lee, Ian P McCarthy, and Tim C
Kietzmann. Deepfakes: Trick or treat? Business Horizons,
63(2):135–146, 2020.

[65] Ricard Durall, Margret Keuper, and Janis Keuper. Watch
your up-convolution: Cnn based generative deep neural
networks are failing to reproduce spectral distributions.
In Proceedings of the IEEE/CVF conference on computer
vision and pattern recognition, pages 7890–7899, 2020.

[66] Iacopo Masi, Aditya Killekar, Royston Marian Mascaren-
has, Shenoy Pratik Gurudatt, and Wael AbdAlmageed.
Two-branch recurrent network for isolating deepfakes in
videos. In Computer Vision–ECCV 2020: 16th European
Conference, Glasgow, UK, August 23–28, 2020, Proceed-
ings, Part VII 16, pages 667–684. Springer, 2020.

[67] Lakshmanan Nataraj, Tajuddin Manhar Mohammed,
Shivkumar Chandrasekaran, Arjuna Flenner, Jawadul H
Bappy, Amit K Roy-Chowdhury, and BS Manju-
nath. Detecting gan generated fake images using co-
occurrence matrices. arXiv preprint arXiv:1903.06836,
2019.

[68] Luca Guarnera, Oliver Giudice, and Sebastiano Battiato.
Deepfake detection by analyzing convolutional traces. In
Proceedings of the IEEE/CVF conference on computer vision
and pattern recognition workshops, pages 666–667, 2020.

[69] Tackhyun Jung, Sangwon Kim, and Keecheon Kim.
Deepvision: Deepfakes detection using human eye
blinking pattern. IEEE Access, 8:83144–83154, 2020.

[70] Trisha Mittal, Uttaran Bhattacharya, Rohan Chandra,
Aniket Bera, and Dinesh Manocha. Emotions don’t
lie: An audio-visual deepfake detection method using
affective cues. In Proceedings of the 28th ACM

19
EAI Endorsed Transactions on 
Scalable Information Systems 

Online First

 https://theprint.in/tech/\why-the-manoj-tiwari-deepfakes-should-have-\india-deeply-worried/372389/
 https://theprint.in/tech/\why-the-manoj-tiwari-deepfakes-should-have-\india-deeply-worried/372389/
 https://theprint.in/tech/\why-the-manoj-tiwari-deepfakes-should-have-\india-deeply-worried/372389/
 https://www.gartner.com/en/newsroom/press-releases/2022-08-03-gartner-identifies-four-emerging-\technologies-expected-to-have-transformational\-impact-on-digital-advertising
 https://www.gartner.com/en/newsroom/press-releases/2022-08-03-gartner-identifies-four-emerging-\technologies-expected-to-have-transformational\-impact-on-digital-advertising
 https://www.gartner.com/en/newsroom/press-releases/2022-08-03-gartner-identifies-four-emerging-\technologies-expected-to-have-transformational\-impact-on-digital-advertising
 https://www.gartner.com/en/newsroom/press-releases/2022-08-03-gartner-identifies-four-emerging-\technologies-expected-to-have-transformational\-impact-on-digital-advertising
 https://www.gartner.com/en/newsroom/press-releases/2022-08-03-gartner-identifies-four-emerging-\technologies-expected-to-have-transformational\-impact-on-digital-advertising


D. Garg and R. Gill

international conference on multimedia, pages 2823–2832,
2020.

[71] Bojia Zi, Minghao Chang, Jingjing Chen, Xingjun Ma,
and Yu-Gang Jiang. Wilddeepfake: A challenging real-
world dataset for deepfake detection. In Proceedings
of the 28th ACM international conference on multimedia,
pages 2382–2390, 2020.

[72] Hasam Khalid and Simon S Woo. Oc-fakedect: Classi-
fying deepfakes using one-class variational autoencoder.
In Proceedings of the IEEE/CVF conference on computer
vision and pattern recognition workshops, pages 656–657,
2020.

[73] Pavel Korshunov and Sébastien Marcel. Vulnerability
assessment and detection of deepfake videos. In 2019
International Conference on Biometrics (ICB), pages 1–6.
IEEE, 2019.

[74] Luciano Floridi. Artificial intelligence, deepfakes and
a future of ectypes. Ethics, Governance, and Policies in
Artificial Intelligence, pages 307–312, 2021.

[75] J Scott Brennen, Felix M Simon, and Rasmus Kleis
Nielsen. Beyond (mis) representation: Visuals in
covid-19 misinformation. The International Journal of
Press/Politics, 26(1):277–299, 2021.

[76] Rohit Kumar Kaliyar, Anurag Goswami, and Pratik
Narang. Deepfake: improving fake news detection using
tensor decomposition-based deep neural network. The
Journal of Supercomputing, 77:1015–1037, 2021.

[77] Ivo Svoboda, Mykhailo Shevchuk, Oleksandr Shamsut-
dinov, Pavlo Lysianskyi, and Oleksii Voluiko. Identifica-
tion of new threats to the national security of the state.
Cuestiones Políticas, 41(78), 2023.

[78] Pavel Korshunov and Sébastien Marcel. The threat
of deepfakes to computer and human visions. In
Handbook of Digital Face Manipulation and Detection:
From DeepFakes to Morphing Attacks, pages 97–115.
Springer International Publishing Cham, 2022.

[79] Jennifer A Fehring and Tamara Bonaci. It looks like me,
but it isn’t me: On the societal implications of deepfakes.
IEEE Potentials, 42(5):33–38, 2023.

[80] Soubhik Barari, Christopher Lucas, Kevin Munger, et al.
Political deepfake videos misinform the public, but no
more than other fake media. OSF Preprints, 13, 2021.

[81] KN Sudhakar and MB Shanthi. Deepfake: An endanger
to cyber security. In 2023 International Conference
on Sustainable Computing and Smart Systems (ICSCSS),
pages 1542–1548. IEEE, 2023.

[82] Rayees Farooq. Knowledge management and perfor-
mance: a bibliometric analysis based on scopus and wos
data (1988–2021). Journal of Knowledge Management, 27
(7):1948–1991, 2023.

[83] Irena Mitrović, Marko Mišić, and Jelica Protić. Explor-
ing high scientific productivity in international co-
authorship of a small developing country based on col-
laboration patterns. Journal of big Data, 10(1):64, 2023.

[84] Yuezun Li and Siwei Lyu. Obstructing deepfakes
by disrupting face detection and facial landmarks
extraction. Deep Learning-Based Face Analytics, pages
247–267, 2021.

[85] Pummy Dhiman, Amandeep Kaur, Celestine Iwendi, and
Senthil Kumar Mohan. A scientometric analysis of deep
learning approaches for detecting fake news. Electronics,
12(4):948, 2023.

20
EAI Endorsed Transactions on 
Scalable Information Systems 

Online First


	1 Introduction
	1.1 Objectives
	1.2 Research Questions

	2 Methodology
	3 State-of-the-Art Methods in Creation and Detection of deepfakes
	4 Applications
	4.1 Fake News
	4.2 Adult Content
	4.3 Digitalization and automation
	4.4 Teaching
	4.5 Message amplification
	4.6 Voice Replication
	4.7 Language Translation

	5 Results and Discussions
	5.1 Document types on deepfakes
	5.2 Publication variations on deepfakes
	5.3 Top 15 Institutes contributing documents on deepfakes
	5.4 Abstract analysis of documents on deepfakes
	5.5 Title Analysis of documents on deepfakes
	5.6 Keywords and co-keyword analysis of documents on deepfakes
	5.7 Co-country Analysis
	5.8 Top globally cited documents on deepfakes
	5.9 Challenges
	Forged Broadcast
	National Security
	Deterioration of Trust
	Political Administration
	Cyber Security


	6 Top 20 Publication sources on deepfakes
	7 Top Countries contributing documents on deepfakes
	8 Top 25 authors contributing to research on deepfakes
	9 Conclusion and Future Scope



